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1
METHOD AND SYSTEM FOR MITIGATING
INVASION RISK ASSOCIATED WITH
STRANGER INTERACTIONS IN A SECURITY
SYSTEM ENVIRONMENT

FIELD OF THE TECHNOLOGY

The present technology relates to security systems and
more particularly to technology for mitigating an invasion
risk associated with a user interacting with a stranger, for
example when the user responds to a supposed deliveryman
knocking on the front door of a premises.

BACKGROUND

A homeowner responding to a stranger knocking on the
front door faces risk by responding. While the stranger may
appear to be a deliveryman (or salesman, utility worker, etc.),
the stranger may be an intruder masking as a deliveryman
who will strike when the responder opens the door. While
conventional security systems provide protection against
various threats, this scenario poses unique security chal-
lenges. The responder is particularly vulnerable when he or
she disarms the security system to open the door.

Accordingly, need is apparent for improvements in secu-
rity system technology. Needs exist to protect users when
responding to or otherwise interacting with strangers. A capa-
bility addressing one or more such needs, or some other
related deficiency in the art, would support enhanced security.

SUMMARY

A security system can provide security, fire, protection, or
other alarm services for a premises, such as for a building or
other property, and/or for an associated person, such as a user
or owner of the premises. A method can mitigate invasion risk
associated with the person interacting with a stranger, for
example someone who appears to be a deliveryman ringing a
doorbell of the premises. The user can make an entry into a
user interface of the security system in preparation for inter-
acting with the stranger, such as when the user plans to answer
the front door. The entry can start a timer. If the user does not
make a second entry within a designated period of time indi-
cating that the interaction safely concluded, the security sys-
tem can raise an alarm or dispatch help.

The foregoing discussion of security systems and measures
is for illustrative purposes only. Various aspects of the present
technology may be more clearly understood and appreciated
from a review of the following text and by reference to the
associated drawings and the claims that follow. Other aspects,
systems, methods, features, advantages, and objects of the
present technology will become apparent to one with skill in
the art upon examination of the following drawings and text.
It is intended that all such aspects, systems, methods, fea-
tures, advantages, and objects are to be included within this
description and covered by this application and by the
appended claims of the application.

BRIEF DESCRIPTION OF THE DRAWINGS

FIG. 1 is a functional block diagram of a system in which
a security system monitors a premises and may communicate
with a central station via an intermediary server or directly in
accordance with some example embodiments of the present
technology.
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FIG. 2 is a functional block diagram of the security system
in accordance with some example embodiments of the
present technology.

FIG. 3 is a flowchart of a process for defending against
invasion by a stranger posing as a deliveryman or other legiti-
mate person in accordance with some example embodiments
of the present technology.

FIG. 4 is a flowchart of an embodiment of a sub-process for
invasion defense that may be implemented in connection with
the process of FIG. 3 in accordance with some example
embodiments of the present technology.

FIG. 5 is a flowchart of an embodiment of another sub-
process for invasion defense that may be implemented in
connection with the process of FIG. 3 in accordance with
some example embodiments of the present technology.

FIG. 6 is a flowchart of an embodiment of another sub-
process for invasion defense that may be implemented in
connection with the process of FIG. 3 in accordance with
some example embodiments of the present technology.

Many aspects of the technology can be better understood
with reference to the above drawings. The elements and fea-
tures shown in the drawings are not necessarily to scale,
emphasis being placed upon clearly illustrating the principles
of' exemplary embodiments of the present technology. More-
over, certain dimensions may be exaggerated to help visually
convey such principles.

DESCRIPTION OF EXAMPLE EMBODIMENTS

Representative embodiments of the present technology
relate generally to providing security, fire, protection, or other
appropriate alarm services. The services may provide per-
sonal protection in connection with protecting property, such
as premises, buildings, vehicles, etc.

The present technology can be embodied in many different
forms and should not be construed as limited to the embodi-
ments set forth herein; rather, these embodiments are pro-
vided so that this disclosure will be thorough and complete,
and will fully convey the scope of the technology to those
having ordinary skill in the art. Furthermore, all “examples,”
“embodiments,” “example embodiments,” or “exemplary
embodiments” given herein are intended to be non-limiting
and among others supported by representations of the present
technology.

Some of the embodiments may comprise or involve pro-
cesses that will be discussed below. Certain steps in the pro-
cesses may need to naturally precede others to achieve
intended functionality. However, the technology is not lim-
ited to the order of the steps described to the extent that
reordering or re-sequencing does not render the processes
useless or nonsensical. Thus, it is recognized that some steps
may be performed before or after other steps or in parallel
with other steps without departing from the scope and spirit of
this disclosure.

Technology for providing invasion defense will now be
described more fully with reference to FIGS. 1-6, which
describe representative embodiments of the present technol-
ogy.

Turning now to FIG. 1, this figure illustrates a functional
block diagram of an example system 100 in which a security
system 110 monitors a premises 105 and may communicate
with a central station 16 via an intermediary server 12 or
directly according to some embodiments of the present tech-
nology. FIG. 1 illustrates a representative, but not limiting,
operating environment for an example embodiment of tech-
nology for invasion protection, as will be discussed in further
detail below.
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The central station 16 may be characterized as an alarm
monitoring center or as a central monitoring station. In an
example embodiment, the central station 16 provides alarm
monitoring services for multiple security systems 110 located
at different, geographically dispersed premises 105, one
instance of which is illustrated in FIG. 1.

In some example embodiments, the security system 110
communicates with the central station 16 only over the net-
work 18. In various example embodiments, the network 18
can comprise one or more of a cellular network, the public
switched telephone network (PSTN), the Internet, a packet-
switched network, a Voice-over Internet Protocol (VoIP) net-
work, an IP network, a private network, or other appropriate
network or combination of networks. In some embodiments,
the network 18 can provide a communication path between
the security system 110 and the central monitoring station 16
that may be implemented via an IP network capable of com-
municating using IP telephony, Internet telephony, VoBB,
broadband telephony, IP communications, broadband phone,
VoLTE, or other appropriate technology. A VoIP communi-
cation of alarm event data can be carried via a 2G, 3G, 4G, or
other cellular, Wi-Fi, DECT, or other wireless transport
mechanism, for example.

In some example embodiments, the security system 110
communicates with the central station 16 only via the inter-
mediary server 12. In the illustrated embodiment, the network
10 links the intermediary server 12 to the security system 110,
and the network 23 links the intermediary server to the central
station. Thus, bidirectional communications can flow
between the security system 110 and the central station 16 via
a series combination of the network 10, the network 23, and
the intermediary server 12.

In various example embodiments, the network 10 can com-
prise one or more of a cellular network, the PSTN, the Inter-
net, a packet-switched network, a VoIP network, an IP net-
work, a private network, or other appropriate network or
combination of networks. In various example embodiments,
the network 23 can comprise one or more of a cellular net-
work, the PSTN, the Internet, a packet-switched network, a
VoIP network, an IP network, a private network, or other
appropriate network or combination of networks. In some
embodiments, the network 10 and/or the network 23 can
provide a communication channel connecting the security
system 110, the intermediary server 12, and the central moni-
toring station 16 that may be implemented via one or more IP
networks capable of communicating using IP telephony,
Internet telephony, VoBB, broadband telephony, IP commu-
nications, broadband phone, VOLTE, or other appropriate
technology. A VoIP communication of alarm event data can
be carried via a 2G, 3G, 4G, or other cellular, Wi-Fi, DECT, or
other wireless transport mechanism, for example.

In some example embodiments, the security system 110
communicates with the central station 16 via the intermediary
server 12 and via the network 18, either simultaneously or
intermittently. Accordingly, the system 100 can provide the
security system 110 with parallel, redundant, or alternative
communication paths to the central station 16.

In some embodiments, when the security system 110 ini-
tiates a communications connection to the central station 16,
the connection can extend in a digital format (or in a combi-
nation of digital and analog formats) to the central station 16.
In some example embodiments, VoIP formatted information
can flow bidirectionally between the security system 110 and
the central station 16. The intermediary server 12, for
example, can maintain VoIP formatting while processing
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4

communications, including while varying one or more fields
of'a VoIP format, readdressing, changing headers, adjusting
protocol specifics, etc.

The intermediary server 12 may also be characterized as an
intermediate server and in some embodiments may comprise
a communications gateway. In the illustrated embodiment,
the intermediary server 12 is offsite of the premises 105. In a
representative embodiment, the intermediary server 12 addi-
tionally serves the security system 110 at the premises 105 as
well as other security systems at other premises. Accordingly,
the illustrated intermediary server 12 can provide a gateway
for varied security systems that may be geographically dis-
persed. In some example embodiments, the intermediary
server 12 may comprise or be characterized as a middleware
server.

A representative server or gateway is disclosed in U.S.
patent application Ser. No. 13/413,333 (filed Mar. 6, 2012 and
entitled “Delivery of Alarm System Event Data and Audio
Over Hybrid Networks”) and Ser. No. 13/438,941 (filed Apr.
4, 2012 and entitled “Delivery of Alarm System Event Data
and Audio”). The content and complete and entire disclosure
made by each of these identified patent applications are
hereby fully incorporated herein by reference.

The intermediary server 12 communicates with the central
station 16, which may be remote from the intermediary server
12. However in some example embodiments, the intermedi-
ary server 12 is collocated with the central station 16. Thus,
the central station 16 may comprise one or more intermediary
servers 12 that provide connectivity to various security sys-
tems. The central station 12 typically provides monitoring
services that may include human operators interacting with
security systems and users and dispatching emergency per-
sonnel when conditions warrant.

In some embodiments, a digital communication connec-
tion extends between the intermediary server 12 and a data
router (not illustrated) that is located on the premises 105 and
that is associated with the security system 110. In such an
embodiment, the network 10 can comprise the Internet pro-
viding a digital connection to the intermediary server 12. In
one example embodiment, an analog telephone adapter (not
illustrated) and/or a router (not illustrated) addresses infor-
mation packets of VoIP communications to the intermediary
server 12.

In some example embodiments, the intermediary server 12
analyzes the received signals for account verification and
routing purposes, for example in accordance with typical
practices of the alarm monitoring service industry. The inter-
mediary server 12 can direct a digital connection to the central
station 16 that is associated with the verified account of the
security system 110 that originated an event report. For
example, the intermediary server 12 may readdress packets to
the central station 16, with both networks 10, 23 comprising
the Internet or other appropriate IP network. The communi-
cation path between the intermediary server 12 and the central
station 16 (as well the communication path between the inter-
mediary server 12 and the security system 110) can be imple-
mented by an IP network capable of communicating utilizing
VoIP, IP telephony, Internet telephony, VoBB, broadband
telephony, IP communications, broadband phone, or VoLTE,
for example.

In some embodiments, upon communication receipt at the
central station 16, a data switch (not illustrated) and an asso-
ciated automation module (not illustrated) route information
within the station 16, for example activating displays and
alerts as appropriate. In some example embodiments, an IP
connection is terminated at such a data switch located within
the central station 16. In some example embodiments, the
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central monitoring station 16 utilizes an internal IP network
infrastructure, so that IP packets are routed throughout the
station 16.

For example, event data can be forwarded by a data switch
and received and processed by an associated automation
module that activates displays and alerts. Depending upon
predetermined options associated with the account of the
security system 110 that originated the event, event data may
further trigger interconnection of a VoIP telephone call to
enable a human operator of the central station 16 to commu-
nicate with an onsite speaker and microphone (not illustrated)
of the security system 110. Accordingly, the type of alarm
event may be identified so that the operator or other personnel
may act on it, for example to dispatch emergency service
personnel.

Turning now to FIG. 2, this figure illustrates an example
functional block diagram of the security system 110 accord-
ing to some embodiments of the present technology. In the
illustrated example, the security system 110 comprises an
alarm panel 1, a front door sensor 250, and other alarm sen-
sors 230. The sensors 230 may monitor other doors, windows,
smoke, and so forth.

As illustrated, the alarm panel 1 of the security system 110
comprises a user interface 240 through which the user can
enter commands and receive information. In some embodi-
ments, the user interface 240 comprises a keypad that is wired
to an application processor 21 of the alarm panel 1. Such a
keypad may be mounted to a wall in an appropriate place, for
example, and may be collocated with the application proces-
sor 21 or may be located in a different area of the premises
105. In some embodiments, the user interface 240 comprises
a smartphone or other cellular or RF device that may com-
municate with the application processor 12 via wireless com-
munication. The user interface 240 may comprise a graphical
user interface (GUI) executed on smartphone or personal
computer, for example.

The illustrated alarm panel 1 further comprises a network
interface 281 for communicating with the central station 16
either directly or through the intermediary server 12 as dis-
cussed above.

In the illustrated embodiment, the alarm panel 1 comprises
a sensor interface 214 that interfaces the sensors 230 and the
front door sensor 250 with the application processor 21, so
that the application processor 21 can receive and act upon
sensor signals. In some embodiments, the application proces-
sor 21 comprises an embedded processor for typical alarm
functionality associated with interfacing with alarm sensors
230, 250 via the sensor interface 214. In an example embodi-
ment, the application processor 21 can be microprocessor
based, for example, and has associated memory. In the illus-
trated embodiment, the memory includes SDRAM memory
212 and FLASH memory 213.

As illustrated, an invasion defense engine 235 is stored in
the FLASH memory 213. The invasion defense engine 235
can comprise instructions for providing a user with a defense
against invasion by a stranger who is seeking to interact with
the user or to gain access to the premises 105. The invasion
defense engine 235 can comprise computer executable
instructions for executing the process 300 illustrated in FIG.
3, with some sub-process embodiments illustrated in FIGS. 4,
5, and 6, for example.

In some embodiments, the invasion defense engine 235 is
stored in memory of the intermediary server 12 and is
executed by a computer of the intermediary server 12. In
some embodiments, the invasion defense engine 235 is stored
in memory of the central station 16 and is executed by a
computer of the central station 16.
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In some embodiments, the invasion defense engine 235 is
distributed between and stored in memory of any two or more
of the central station 16, the intermediary server 12, and the
security system 110. In some embodiments, execution of the
invasion defense engine 235 is distributed between comput-
ers of any two or more of the central station 16, the interme-
diary server 12, and the security system 110.

Example embodiments of the invasion defense engine 235
will be discussed in further detail below with reference to
FIGS. 3,4, 5, and 6.

Turning now to FIG. 3, this figure illustrates a flowchart of
an example process 300 for defending against an invasion by
a stranger posing as a deliveryman or other legitimate person
according to some embodiments of the present technology.
Process 300, which is entitled Delivery Invasion Defense
(without suggesting any limitations), can be executed by one
or more of the central station 16, the intermediary server 12,
and the security system 110.

At block 305 of process 300, the user enters into the user
interface 240 a delay of sufficient duration to allow interac-
tion with a legitimate deliveryman or other stranger seeking
interaction or access, for example a salesman, service person-
nel, or utility worker. This “delivery delay” may be longer
than another alarm delay that allows the user time to access
and disarm the security system 110 when the user returns
home and enters the front door with the system 110 armed.

Atblock 310 of process 300, the delivery delay is stored at
the security panel 1, the intermediary server 12, or at the
central station 16 (or at two or more of these locations or at
another appropriate site).

Atblock 315, the user arms the security system 110. Alter-
natively, the user may have the security system 110 in a
standby mode.

At block 320, a stranger requests or otherwise seeks inter-
action with the user or access to the premises 105. For
example, the stranger may be a supposed deliveryman knock-
ing on a front door (or ringing a doorbell) at the premises 105.

Atblock 325, the user makes an entry into the user interface
240 to notify the security system 110 that the user intends to
open the front door, which is detected by the front door sensor
250, and interact with the stranger.

At block 330 one or more of the security system 110, the
intermediary server 12, and the central station 16 mitigate the
threat that the stranger is actually a would-be intruder. Block
330 is labeled (without suggesting limitation) if deliveryman
is an invader, then raise alarm. FIG. 4 provides a flowchart for
such mitigation utilizing blocks that can be computer imple-
mented at the security system 110. FIG. 5 provides a flow-
chart for such mitigation utilizing blocks that can be com-
puter implemented at the intermediary server 12. FIG. 6
provides a flowchart for such mitigation utilizing blocks that
can be computer implemented at the central station 16.

Turning now to FIG. 4, this figure illustrates a flowchart of
an embodiment of an example sub-process (process 330A)
for invasion defense that may be implemented within or in
connection with the process 300 of FIG. 3 according to some
embodiments of the present technology. For example, one or
more computers executing process 300 may call process
330A as a subroutine. In an example embodiment, a program
orinstruction set for process 300 A can be stored in memory at
the security system 110 and computer executed.

At block 405, the security system 110 initiates a timer to
determine whether the delivery delay has been exceeded.

At inquiry block 410, the security system 110 monitors the
user interface 240 to determine whether the user has made a
duress entry indicating that the stranger is an intruder who has
forced the user to make a disarming or all-clear entry into the
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security system 110. The duress entry can be a code that
seems to the intruder like a disarming entry but in fact triggers
a silent alarm or a call for help.

If the security system 110 determines at inquiry block 410
that the user has entered a duress code, then block 430
executes. At block 430, the security system 110 sends a duress
message to the central station 16, either directly or via the
intermediary server 12. The duress message notifies the cen-
tral station 16 that the user is under duress. An operator at the
central station 16 may open a voice channel to the alarm panel
1 or dispatch police or other emergency personnel. Process
330A ends following execution of block 430.

If execution of inquiry block 410 returns a negative deter-
mination, then inquiry block 415 executes. At inquiry block
415, the security system 110 determines whether the timer,
which was initiated at block 405, has reached the delivery
delay that the user entered at block 305 of process 300.

If the delivery delay has been reached, then block 435
executes and the security system 110 enters a full alarm state.
The security system 110 may sound an audible alarm, notify
the central station 16 to send help, open a voice channel to an
operator, or take other actions as may be programmed by the
user or the security system manufacturer or as otherwise
designated by an alarm monitoring service provider. Process
330A ends following execution of block 435.

Process 330A executes inquiry block 420 following a
negative determination at inquiry block 415. At inquiry block
420, the security system 110 determines whether the user has
made a disarming or disabling entry, indicating that all is
clear. If the user has made such an entry, then at block 440, the
alarm panel 1 returns to the prior state, which may be a
standby mode or an armed mode as discussed above with
reference to block 315 of process 300. Process 330A ends
following execution of block 440.

Ifinquiry block 420 returns a negative determination, then
the security system 110 increments the timer at block 425 so
that the timer continues to measure elapsed time. Process
330A then loops back to block 410 and iterates until block
410, 415, or 420 returns a positive determination.

Turning now to FIG. 5, this figure illustrates a flowchart of
an embodiment of another example sub-process (process
330B) for invasion defense that may be implemented within
or in association with the process 300 of FIG. 3 according to
some embodiments of the present technology. For example,
one or more computers executing process 300 may call pro-
cess 3308 as a subroutine. In an example embodiment, pro-
gram instructions for process 300B can be stored in memory
at the intermediary server 12 and computer executed. For
example, a timer function can be implemented at the inter-
mediary server 12.

Atblock 505, the security system 110 notifies the interme-
diary server 12 of the user entry made at block 325 of process
300. The intermediary server 12 initiates the timer.

At inquiry block 510, the security system 110 determines
whether the user has entered a duress code. If so, the security
system 110 notifies the intermediary server 12 at block 530,
and the intermediary server 12 notifies the central station 16.
The central station 16 can dispatch emergency personnel as
discussed above.

At inquiry block 515, the intermediary server 12 deter-
mines if the timer initiated at block 505 has reached the
delivery delay. If so, at block 535, the intermediary server 12
sends a prompt to the security system 110 to go into alarm
state and notifies the central station 16, which may dispatch
emergency personnel as discussed above.
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At inquiry block 520, the security system 110 determines
whether the user has made a disable entry. If so, then the
security system 110 notifies the intermediary server 12, and
the server 12 resets the timer.

If inquiry block 520 returns a negative determination, then
the intermediary server 12 increments the timer at block 525
so that the timer continues to measure elapsed time. Process
330B then loops back to block 510 and iterates until block
510, 515, or 520 returns a positive determination.

Turning now to FIG. 6, this figure illustrates a flowchart of
an embodiment of another example sub-process (process
330C) for invasion defense that may be implemented within
or in association with the process 300 of FIG. 3 according to
some embodiments of the present technology. For example,
one or more computers executing process 300 may call pro-
cess 330C as a subroutine. In an example embodiment, pro-
grammable instructions for process 300C can be stored in
memory at the central station 16 and computer executed. For
example, a timer function can be implemented at the central
station 16.

At block 605, the security system 110 notifies the central
station 16 of the user entry made at block 325 of process 300.
The central station 16 initiates the timer.

At inquiry block 610, the security system 110 determines
whether the user has entered a duress code. If so, the security
system 110 notifies the central station 16 at block 630. The
central station 16 can dispatch emergency personnel or oth-
erwise intervene as discussed above.

At inquiry block 615, the central station 16 determines if
the timer initiated at block 605 has reached the delivery delay.
If'so, at block 635, the central station 16 sends a prompt to the
security system 110 to go into alarm state and may dispatch
emergency personnel as discussed above, open a voice chan-
nel to the security system 110, or otherwise intervene as
discussed above.

At inquiry block 620, the security system 110 determines
whether the user has made a disable entry. If so, then the
security system 110 notifies the central station 16, which
resets the timer.

If inquiry block 620 returns a negative determination, then
the central station 16 increments the timer at block 625 so that
the timer continues to measure elapsed time. Process 330C
then loops back to block 610 and iterates until block 610, 615,
or 620 returns a positive determination.

Technology for security and invasion protection has been
disclosed. From the description, it will be appreciated that
embodiments of the present technology overcome limitations
of'the prior art. Those skilled in the art will appreciate that the
present technology is not limited to any specifically discussed
application or implementation and that the embodiments
described herein are illustrative and not restrictive. From the
description of the exemplary embodiments, equivalents of the
elements shown therein will suggest themselves to those
skilled in the art, and ways of constructing other embodi-
ments of the present technology will appear to practitioners of
the art.

What is claimed is:

1. A system for providing security comprising:

an alarm interface for connecting to one or more sensors

disposed at a premises;

a user interface for receiving entries from a user;

a communication interface for remote communication; and

a processor that is connected to the alarm interface to

receive signals from the one or more sensors, to the user
interface to receive the entries from the user, and to the
communication interface for off-premises communica-
tion;
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wherein the processor is operable to:
determine if a first user entry indicates an interaction
with a person posing a potential security risk;
if the first user entry indicates the interaction with the
person posing the potential security risk, then monitor
for a second user entry indicating that the person does
not pose an actual security risk; and
if the second user entry is not detected within a specified
time period, then transmit an alarm notification to the
communication interface.
2. The system of claim 1, wherein the processor is further
operable to:
monitor for a third user entry indicating duress associated
with the interaction; and
if the third user entry is detected, then transmit to the
communication interface a duress notification.
3. The system of claim 2, wherein the duress notification
comprises a silent alarm.
4. The system of claim 1, wherein the communication
interface comprises an interface to a middleware server.
5. The system of claim 1, wherein the communication
interface comprises an interface to a central station.
6. The system of claim 1, wherein computer executable
instructions that are stored in memory of the processor are for:
determining if the first user entry indicates the interaction
with the person posing the potential security risk;
if the first user entry indicates the interaction with the
person posing the potential security risk, then monitor-
ing for the second user entry indicating that the person
does not pose the actual security risk; and
if the second user entry is not detected within the specified
time period, then transmitting the alarm notification to
the communication interface.
7. An intermediary server comprising:
a first interface for communicating with a security system
disposed at a premises;
a second interface for communicating with a central sta-
tion; and
a processor that is connected to the first and second inter-
faces and that is operable to:
determine if a first message received via the first inter-
face indicates an interaction at the premises between
a stranger and a user;
if the first message indicates the interaction, then moni-
tor for a second message indicating that the user has
assessed the stranger as not posing a security threat;
and
if the second message is not detected within a specified
time period, then transmit an alarm notification to the
second interface.
8. The intermediary server of claim 7, wherein the proces-
sor is further operable to:
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monitor for a third message indicating user duress associ-
ated with the interaction; and

if the third message is detected, then transmit a duress
notification to the second interface.

9. The intermediary server of claim 8, wherein the duress

notification comprises a silent alarm.
10. The intermediary server of claim 7, wherein the first
message is received in advance of the interaction.
11. The intermediary server of claim 7, wherein an Internet
interface comprises the first and second interfaces.
12. The intermediary server of claim 7, wherein the first
message is about the stranger approaching a front door of the
premises.
13. The intermediary server of claim 7, wherein the secu-
rity system is operable to monitor the premises.
14. The intermediary server of claim 7, wherein the inter-
mediary server is collocated with the central station.
15. The intermediary server of claim 7, wherein the inter-
mediary server comprises a gateway.
16. A system comprising:
a computer-based processor that is connected to an inter-
face for communicating with a security system and to a
memory for executing instructions stored in the
memory; and
computer-executable instructions stored in the memory for
performing the steps of:
determining if a first message received via the interface
is about an approach by a person that a user has
deemed to pose a potential security threat;

if the first message is about the approach, then monitor-
ing for a second message indicating that the user has
determined that the potential security threat is not an
actual security threat; and

if the second message is not detected within a specified
time period, then deeming that the potential security
threat is the actual security threat.

17. The system of claim 16, wherein computer-executable
instructions stored in the memory are further for performing
the steps of:

monitoring during the specified time period for a third
message comprising a duress code; and

ifthe third message comprising the duress code is detected
during the specified time, then determining that the per-
son has forced the user to send the third message.

18. The system of claim 16, wherein the memory is dis-

posed at a central station.

19. The system of claim 16, wherein the memory is dis-
posed at an intermediary server.

20. The system of claim 16, wherein the security system is
disposed at a premises, and

wherein the memory is remote from the premises.
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